
Back Up Your Data Regularly

Create Strong Passwords Use a Password Manager

Perform Software Updates Check Your Privacy and
Security Settings

Use the SLAM Method to Verify
Email Legitimacy
SLAM stands for:

Be Aware, Don’t Overshare Encrypt Your Devices and Data

Verify All Financial Transactions Use Anti-Virus and Anti-Malware Software

Think Before You Click Only Store Sensitive Information
in Secure Places

Review Online Accounts and 
Credit Reports Regularly

Monitor Your Dark Web Presence

Ensure That Your Security
Awareness Training Is Ongoing

Do Your Research
If it seems too good to be true, it probably is!

Don’t Use Public Wi-Fi to Log In to
our Accounts

Encourage a Culture of Cybersecurity

Put Cybersecurity First Never Believe That You’re “Secure Enough”

Beware of Social Engineering Close or Delete Unused Accounts

Be Vigilant of the Latest 
Cybersecurity Trends

Never Leave Your Devices Unattended

Properly Dispose of Electronic Media

Don’t Plug Unknown Devices into 
Your Computer

Protect IoT Devices

Stay On Guard
If something looks suspicious, it probably is!

Protect Your Mobile DevicesUse Multi-Factor Authentication to
Protect Your Accounts

Plan for the Unexpected

Sender Links

Attachments Message

Cybersecurity Quick Tips
to Becoming a Superhuman Firewall
Everywhere we turn there seems to be a new cyber threat to look 
out for. We may not be able to stop everything, but together we can 
create a superhuman firewall that stops criminals in their tracks!
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